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FCC COMPLIANCE STATEMENT
CAUTION: Changes or modifications not expressly approved by Digital
Security Controls could void your authority to use this equipment.
This equipment has been tested and found to comply with the limits for a Class B
digital device, pursuant to Part 15 of the FCC Rules. These limits are designed to
provide reasonable protection against harmful interference in a residential instal-
lation. This equipment generates, uses and can radiate radio frequency energy and,
if not installed and used in accordance with the instructions, may cause harmful
interference to radio communications. However, there is no guarantee that inter-
ference will not occur in a particular installation. If this equipment does cause
harmful interference to radio or television reception, which can be determined by
turning the equipment off and on, the user is encouraged to try to correct the inter-
ference by one or more of the following measures:
• Re-orient the receiving antenna.
• Increase the separation between the equipment and receiver.
• Connect the equipment into an outlet on a circuit different from that to which the

receiver is connected.
• Consult a dealer or experienced radio/television technician for help.
The user may find the following booklet prepared by the FCC useful: "How to
Identify and Resolve Radio/Television Interference Problems". This booklet is
available from the U.S. Government Printing Office, Washington D.C. 20402,
Stock # 004-000-00345-4.
IMPORTANT INFORMATION
This equipment complies with Part 68 of the FCC Rules and, if the product was
approved July 23, 2001 or later, the requirements adopted by the ACTA. On the
top side of this equipment is a label that contains, among other information, a
product identifier. If requested, this number must be provided to the Telephone
Company.
  Product Identifier: US:F53AL01B9057
  USOC Jack: RJ-31X
Telephone Connection Requirements 
A plug and jack used to connect this equipment to the premises wiring and tele-
phone network must comply with the applicable FCC Part 68 rules and require-
ments adopted by the ACTA. A compliant telephone cord and modular plug is
provided with this product. It is designed to be connected to a compatible modular
jack that is also compliant. See installation instructions for details.
Ringer Equivalence Number (REN)
The REN is used to determine the number of devices that may be connected to a
telephone line. Excessive RENs on a telephone line may result in the devices not
ringing in response to an incoming call. In most but not all areazs, the sum of
RENs should not exceed five (5.0). To be certain of the number of devices that
may be connected to a line, as determined by the total RENs, contact the local Tel-
ephone Company. For products approved after July 23, 2001, the REN for this
product is part of the product identifier that has the format US:
AAAEQ##TXXXX. The digits represented by ## are the REN without a decimal
point (e.g., 03 is a REN of 0.3). For earlier products, the REN is separately shown
on the label.   REN = 0.1B
Incidence of Harm
If this equipment (SCW9055/SCW9057) causes harm to the telephone network,
the telephone company will notify you in advance that temporary discontinuance
of service may be required. But if advance notice is not practical, the Telephone
Company will notify the customer as soon as possible. Also, you will be advised
of your right to file a complaint with the FCC if you believe it is necessary.
Changes in Telephone Company Equipment or Facilities
The Telephone Company may make changes in its facilities, equipment, opera-
tions or procedures that could affect the operation of the equipment. If this hap-
pens the Telephone Company will provide advance notice in order for you to
make necessary modifications to maintain uninterrupted service.
Equipment Maintenance Facility
If trouble is experienced with this equipment (SCW9055/SCW9057) for repair or
warranty information, contact the facility indicated below. If the equipment is
causing harm to the telephone network, the Telephone Company may request that

you disconnect the equipment until the problem is solved. This equipment is of a
type that is not intended to be repaired by the end user.
DSC c/o APL Logistics 757 Douglas Hill Rd., Lithia Springs, GA 30122
Additional Information
Connection to party line service is subject to state tariffs. Contact the state public
utility commission, public service commission or corporation commission for in-
formation.
Alarm dialling equipment must be able to seize the telephone line and place a call
in an emergency situation. It must be able to do this even if other equipment (tel-
ephone, answering system, computer modem, etc.) already has the telephone line
in use. To do so, alarm dialling equipment must be connected to a properly in-
stalled RJ-31X jack that is electrically in series with and ahead of all other equip-
ment attached to the same telephone line. Proper installation is depicted in the
figure below. If you have any questions concerning these instructions, you should
consult your telephone company or a qualified installer about installing the RJ-
31X jack and alarm dialling equipment for you.

INDUSTRY CANADA STATEMENT
NOTICE: This product meets the applicable Industry Canada technical specifi-
cations.
Le présent materiel est conforme aux specifications techniques applicables d’Indus-
trie Canada.
The Ringer Equivalence Number (REN) for this terminal equipment is 0.1.
L'indice d'équivalence de la sonnerie (IES) du présent matériel est de 0.1.
The Ringer Equivalence Number is an indication of the maximum number of devices
allowed to be connected to a telephone interface. The termination on an interface
may consist of any combination of devices subject only to the requirement that the
sum of the RENs of all the devices does not exceed five.
L’indice d’équivalence de la sonnerie (IES) sert à indiquer le nombre maximal de ter-
minaux qui peuvent être raccordés à une interface téléphonique. La terminaison
d’une interface peut consister en une combinaison quelconque de dispositifs, à la
seule condition que la somme d’indices d’équivalence de la sonnerie de tous les dis-
positifs n’excède pas 5.
The term ’IC:’ before the radio certification number only signifies that Industry
Canada technical specifications were met.
Certification Number IC: 160A-9057 (models SCW9055-433/SCW9057-433)
Certification Number IC: 160A-9057G (models SCW9055(D)(G)(SM)-433/
SCW9057(D)(G)(SM)-433)
This Class B digital apparatus complies with Canadian ICES-003. Cet appareil
numérique de la classe B est conforme à la norme NMB-003 du Canada.
The SCW9055(X)-433 and SCW9057(X)-433 have been investigated by UL and 
ULC and found in compliance with the listing requirements for Residential Fire 
and Burglary applications in accordance with the following standards: UL985, 
UL1023, UL1635, ULC-S545 and ORD-C1023.
This device complies with Industry Canada licence-exempt RSS standard(s). Oper-
ation is subject  to the following two conditions: (1) this device may not cause 
interference, and (2) this device must accept any interference, including interferen-
lce that may cause undesired operation of the device.
Cet appareil est conforme avec Industrie Canada exempts de licence standard RSS 
(s). Le fonctionnement est soumis aux deux conditions suivantes: (1) cet appareil 
ne peut pas provoquer d'interférences et (2) cet appareil doit accepter toute inter-
férence, y compris les interférences qui peuvent causer un mauvais fonctionnement 
de l' appareil. 

he 868 MHz models are not UL/ULC listed.
nly these models shall be used with UL/ULC listed systems: SCW9055-433, SCW9057-433,

SCW9055G-433, SCW9057G-433, WT5500-433, WT5500P-433, WT4901, WT4911, WT4989 and
PT4.  Only certain models of SCW9055/57 include the SMS features, check with your installer.
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here are no parts replaceable by the end-user within this equipment, except the batteries
for the following: the WT5500 keypad, Indoor Siren (WT4901/WT8901) and the Wireless Key
(WT4989/WT8989).
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lease consult your installer for further information regarding the false alarm reduction
features built into your system, as not all are covered in this manual.

he monitoring function must be enabled by the installer before it can become functional.
onsult with your installer to determine if your system is configured with a communicator

delay. A communicator delay will prevent a report to the central station if the control panel is
disarmed within 30-45 seconds after an intrusion alarm is triggered. Note that fire-type alarms are
normally reported without a delay.

nsure that your installer verifies that your system is compatible with the Central Station
Receiver format at yearly intervals.

 o not attempt to replace the battery or open the enclosure; there is a risk of electric shock
and/or fire.

 Only the installer or service professional should have access to the system. 
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When the keypad is in Sleep Mode it is saving battery life e.g., backlighting, LCD message
display will not be turned on until there is a specific reason: a key is pressed, entry delay is started.
In this mode the keypad is still functioning and nothing will be visible; however if desired, your
installer can enable the product to show the armed status while in Sleep Mode.

our installer can program a function key on the keypad to allow you to arm the system in
Stay mode instantly. This allows you to activate Stay Arming by holding down the function key for
2 seconds. The system arms immediately with no beeps sounding and no exit delay. This feature
must not be used in CP-01 installations.

 or SIA CP-01 listed panels, the Stay Arming Exit Delay will be twice as long as the Away
Arming Exit Delay.

 If your system is installed in accordance with SIA CP-01 Standard for False Alarm
Reduction, then the security system will arm in the Stay Armed mode if the exit delay time expires
and no exit has been made.
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our installer can also program a function key on the keypad that allows you to arm the
system in Night mode. This allows Night arming to be activated by holding down the function key
for 2 seconds.

“

he system can also be armed/disarmed with a wireless key and with prox tags. Refer to
the “Proximity Tags” and “Two-Way Wireless Key” sections for more details.

 your system is installed in accordance with SIA CP-01 Standard for False Alarm
Reduction, the following holds true: Violation and restoral, followed by a second violation of the
entry/exit zone before the end of the exit delay, will restart the exit delay.
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he Fire buttons can be disabled by the installer. 
he Auxiliary Alarm buttons are not intended to be used for medical signals.

 he WT4911 siren will sound a dual frequency sweeping tone for burglary alarms.

 he priority of signals is fire alarm, carbon monoxide alarm then burglary alarm.

Follow your emergency evacuation plan immediately! 

WARNING: Carefully review your Carbon Monoxide Installation/User Guide to determine the 
necessary actions required to ensure your safety and ensure that the equipment is operating cor-
rectly. Incorporate the steps outlined in the guide into your evacuation plan.

his feature can be initiated only by the monitoring station after an alarm has been
received. The user can not initiate a 2-way audio session.
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“ ”

 Your installer may have programmed your system to display the time and date while the
keypad is idle. Press the [#] button to temporarily clear the date and time display if desired.

The SCW9055/9057 clock display can be automatically programmed if a 3G
Communicator is connected.  This feature must be enabled by your installer.
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 f an access code is required to enter bypassing, only the master code and codes with
Supervisory enabled can set the Bypass Group.

 A Bypass Group is only recalled if the system is armed/disarmed after programming the
Bypass Group.

 his feature is not to be used in UL Listed installations.

 

“
”
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 wireless keys have been programmed then  will log as 
 (if that access code has been programmed). User Access Codes 1-16 will correspond to

 or 
When using 6-digit access codes, the minimum number of variations of access codes are

58,823.

uress codes are not valid when entering [ ][5], [ ][6] or [ ][8] sections.
ccess codes cannot be programmed as a duplicate or as a Code +/- 1.

 These attributes are not changeable.
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 This feature cannot prevent the Arm/Disarming squawks from being generated if an
access code assigned to a wireless key is manually entered at a keypad.

o exit the process at anytime, press [#].

# #

1 5-6

2 7

3 8

4
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 User 40 for the master code cannot be deleted; an attempt to delete this user code will
delete the prox tag only. The prox tag must be re-enrolled before it can be used again.  

WARNING:  KEEP THE PROXIMITY TAG OUT OF REACH OF SMALL CHILDREN. 

THE MATERIALS ASSOCIATED WITH THIS PRODUCT (LITHIUM BATTERIES, ETC.) MUST BE RECY-
CLED ACCORDING TO LOCAL RULES AND REGULATIONS.

efer to “Late to Open” section for details.
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he Late-to-Open feature requires the monitoring station to forward calls to the user. Verify
with the installer whether this function is active.
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MS Notification is not available in North America.

teractive SMS is available in North America.

he default text (see SMS Reference card) used to perform each action can be changed
for you by your installer.
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”

he keypad can display a maximum of 32 characters.
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ressing the Panic   key for 3 seconds will also exit Keylock mode.

 nform your Monitoring Station when you begin and end system testing.

 Should the system fail to function properly, call your installer immediately for service. 

nly use Energizer (4) 1.5V AA alkaline batteries (WT5500, WT4901/WT8901).

DO NOT RECHARGE THESE BATTERIES. DISPOSAL OF USED BATTERIES MUST BE MADE IN
ACCORDANCE WITH THE WASTE RECOVERY AND RECYCLING REGULATIONS IN YOUR AREA.
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Central Station Information:

Installer Information:

Battery Installation / Service Dates:
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PLEASE REFER TO THE CO DETECTOR INSTALLATION AND OPERATING INSTRUCTION SHEET
FOR SAFETY INSTRUCTIONS AND EMERGENCY INFORMATION. 
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onsider the following when making your escape plans:





Note  to  Ins ta llers
This warning contains vital information. As the only individual in con-
tact with system users, it is your responsibility to bring each item in this
warning to the attention of the users of this system.
System Fai lures
This system has been carefully designed to be as effective as possible.
There are circumstances, however, involving fire, burglary, or other
types of emergencies where it may not provide protection. Any alarm
system of any type may be compromised deliberately or may fail to
operate as expected for a variety of reasons. Some but not all of these
reasons may be:

adequate Installation
A security system must be installed properly in order to provide ade-
quate protection. Every installation should be evaluated by a security
professional to ensure that all access points and areas are covered. Locks
and latches on windows and doors must be secure and operate as
intended. Windows, doors, walls, ceilings and other building materials
must be of sufficient strength and construction to provide the level of
protection expected. A reevaluation must be done during and after any
construction activity. An evaluation by the fire and/or police department
is highly recommended if this service is available.

Criminal Knowledge
This system contains security features which were known to be effective
at the time of manufacture. It is possible for persons with criminal intent
to develop techniques which reduce the effectiveness of these features.
It is important that a security system be reviewed periodically to ensure
that its features remain effective and that it be updated or replaced if it is
found that it does not provide the protection expected.

ccess by Intruders
Intruders may enter through an unprotected access point, circumvent a
sensing device, evade detection by moving through an area of insuffi-
cient coverage, disconnect a warning device, or interfere with or prevent
the proper operation of the system.

ower Failure
Control units, intrusion detectors, smoke detectors and many other secu-
rity devices require an adequate power supply for proper operation. If a
device operates from batteries, it is possible for the batteries to fail.
Even if the batteries have not failed, they must be charged, in good con-
dition and installed correctly. If a device operates only by AC power,
any interruption, however brief, will render that device inoperative
while it does not have power. Power interruptions of any length are
often accompanied by voltage fluctuations which may damage elec-
tronic equipment such as a security system. After a power interruption
has occurred, immediately conduct a complete system test to ensure that
the system operates as intended.

ailure of Replaceable Batteries
This system’s wireless transmitters have been designed to provide sev-
eral years of battery life under normal conditions. The expected battery
life is a function of the device environment, usage and type. Ambient
conditions such as high humidity, high or low temperatures, or large
temperature fluctuations may reduce the expected battery life. While
each transmitting device has a low battery monitor which identifies
when the batteries need to be replaced, this monitor may fail to operate
as expected. Regular testing and maintenance will keep the system in
good operating condition.

ompromise of Radio Frequency (Wireless) Devices
Signals may not reach the receiver under all circumstances which could
include metal objects placed on or near the radio path or deliberate jam-
ming or other inadvertent radio signal interference.

System Users
A user may not be able to operate a panic or emergency switch possibly
due to permanent or temporary physical disability, inability to reach the
device in time, or unfamiliarity with the correct operation. It is impor-
tant that all system users be trained in the correct operation of the alarm
system and that they know how to respond when the system indicates an
alarm.

moke Detectors
Smoke detectors that are a part of this system may not properly alert
occupants of a fire for a number of reasons, some of which follow. The
smoke detectors may have been improperly installed or positioned.
Smoke may not be able to reach the smoke detectors, such as when the
fire is in a chimney, walls or roofs, or on the other side of closed doors.
Smoke detectors may not detect smoke from fires on another level of
the residence or building.
Every fire is different in the amount of smoke produced and the rate of
burning. Smoke detectors cannot sense all types of fires equally well.
Smoke detectors may not provide timely warning of fires caused by
carelessness or safety hazards such as smoking in bed, violent explo-
sions, escaping gas, improper storage of flammable materials, over-
loaded electrical circuits, children playing with matches or arson.
Even if the smoke detector operates as intended, there may be circum-
stances when there is insufficient warning to allow all occupants to
escape in time to avoid injury or death.

otion Detectors
Motion detectors can only detect motion within the designated areas as
shown in their respective installation instructions. They cannot discrimi-
nate between intruders and intended occupants. Motion detectors do not
provide volumetric area protection. They have multiple beams of detec-
tion and motion can only be detected in unobstructed areas covered by
these beams. They cannot detect motion which occurs behind walls,
ceilings, floor, closed doors, glass partitions, glass doors or windows.
Any type of tampering whether intentional or unintentional such as
masking, painting, or spraying of any material on the lenses, mirrors,
windows or any other part of the detection system will impair its proper
operation.
Passive infrared motion detectors operate by sensing changes in temper-
ature. However their effectiveness can be reduced when the ambient
temperature rises near or above body temperature or if there are inten-
tional or unintentional sources of heat in or near the detection area.
Some of these heat sources could be heaters, radiators, stoves, barbe-
cues, fireplaces, sunlight, steam vents, lighting and so on.

arning Devices 
Warning devices such as sirens, bells, horns, or strobes may not warn
people or waken someone sleeping if there is an intervening wall or
door. If warning devices are located on a different level of the residence
or premise, then it is less likely that the occupants will be alerted or
awakened. Audible warning devices may be interfered with by other
noise sources such as stereos, radios, televisions, air conditioners or
other appliances, or passing traffic. Audible warning devices, however
loud, may not be heard by a hearing-impaired person.

lephone Lines
If telephone lines are used to transmit alarms, they may be out of service
or busy for certain periods of time. Also an intruder may cut the tele-
phone line or defeat its operation by more sophisticated means which
may be difficult to detect.

sufficient Time
There may be circumstances when the system will operate as intended,
yet the occupants will not be protected from the emergency due to their
inability to respond to the warnings in a timely manner. If the system is
monitored, the response may not occur in time to protect the occupants
or their belongings.

omponent Failure
Although every effort has been made to make this system as reliable as
possible, the system may fail to function as intended due to the failure of
a component.

adequate Testing
Most problems that would prevent an alarm system from operating as
intended can be found by regular testing and maintenance. The com-
plete system should be tested weekly and immediately after a break-in,
an attempted break-in, a fire, a storm, an earthquake, an accident, or any
kind of construction activity inside or outside the premises. The testing
should include all sensing devices, keypads, consoles, alarm indicating
devices and any other operational devices that are part of the system.

curity and Insurance
Regardless of its capabilities, an alarm system is not a substitute for
property or life insurance. An alarm system also is not a substitute for
property owners, renters, or other occupants to act prudently to prevent
or minimize the harmful effects of an emergency situation.
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